TURKIYE BUYUK MILLET MECLIiSi BASKANLIGI
SOZLESMELI BiLiSiM PERSONELI ALIM iLANI

Kurumumuzda istihdam edilmek tizere 31.12.2008 tarihli ve 27097 sayili Resmi Gazetede
yayimlanan Kamu Kurum ve Kuruluslarinin Biiyiik Olcekli Bilgi islem Birimlerinde Sézlesmeli Bilisim
Personeli istihdamina iliskin Esas ve Usuller Hakkinda Yénetmeligin 8'inci maddesi uyarinca, sozli
ve/veya uygulamali sinav sonucunda olusacak basari sirasina gore 5 (bes) s6zlesmeli bilisim personeli
alinacaktir.

2024 veya 2025 yillarinda yapilan Kamu Personeli Se¢gme Sinavinda (KPSS) alinan KPSS P3
puaninin yiizde yetmisi (%70) ile son bes yil icinde ingilizce dilinde yapilan Yabanci Dil Bilgisi Seviye
Tespit Sinavi (YDS) veya buna denkligi Yiiksekdgretim Kurulunca kabul edilen YDS dengi puanin yizde
otuzunun (%30) toplami esas alinarak yapilacak siralamaya gore en yiliksek puan alan adaydan
baslanarak sozlesmeli bilisim personeli pozisyonunun 10 (on) kati aday, Kurumumuz tarafindan
gerceklestirilecek olan sozli ve/veya uygulamali sinava ¢agrilacaktir. KPSS P3 puani olmayan veya belge
ibraz etmeyen adayin KPSS P3 puani ilgili Yonetmeligin 8’inci maddesinin ikinci fikrasi geregince 70
(yetmis), yabanci dil puani olmayan veya belge ibraz etmeyen adayin yabanci dil puani O (sifir) olarak
degerlendirilecektir. Yapilacak olan s6zli ve/veya uygulamali sinav sonucunda olusacak basari sirasina
gore sozlesmeli bilisim personeli istihdam edilecektir.

1. BASVURU SARTLARI:

A-GENEL SARTLAR

a) 657 sayil Devlet Memurlari Kanunu’nun 48'inci maddesinde sayilan genel sartlara haiz olmak,

b) Fakdiltelerin dort yillik bilgisayar mihendisligi, yazilim mihendisligi, elektrik mihendisligi, elektronik
mihendisligi, elektrik ve elektronik mihendisligi ve endistri mihendisligi boélimlerinden ya da
bunlara denkligi Yiiksekdgretim Kurulunca kabul edilmis yurt disindaki yiksekdgretim
kurumlarindan mezun olmak,

c) (b) bendinde belirtilenler disinda kalan dort yilik egitim veren fakiltelerin muhendislik
bolimlerinden, fen-edebiyat, egitim ve egitim bilimleri fakiltelerinin, bilgisayar ve teknoloji Gizerine
egitim veren bolumleri ile istatistik, matematik ve fizik bélimlerinden ya da bunlara denkligi
Yiksekogretim Kurulunca kabul edilmis yurt disindaki yiksekoégretim kurumlarindan mezun olmak,
(Bu maddede belirtilen yiksekdgretim mezunlari ayhk brit sézlesme tcret tavaninin 2 (iki) kati
odenecek pozisyonlar igin basvuru yapabilirler.)

d) Yazihm, yazihm tasarimi ve gelistirilmesi ile bu siirecin yonetimi konusunda veya buyuk 6lgekli ag
sistemlerinin kurulumu ve ydnetimi konusunda Ucret tavani iki katini gegemeyecekler icin en az 3
(Gig) yillik, digerleri icin en az 5 (bes) yillik mesleki tecriibeye sahip olmak, (Mesleki tecriibenin
belirlenmesinde; bilisim personeli olarak 657 sayili Kanuna tabi kadrolu veya ayni Kanunun 4'Gnci
maddesinin (b) bendi ya da 399 sayili Kanun Hiikmiinde Kararnameye tabi sézlesmeli statlideki
hizmetler ile 6zel kesimde sosyal glivenlik kurumlarina prim 6édenmek suretiyle isci statistinde
bilisim personeli olarak gectigi belgelenen hizmet siireleri dikkate alinir.)

e) Bilgisayar ¢evre birimlerinin donanimi ve kurulan ag yénetimi glivenligi hakkinda bilgi sahibi olmalari
kaydiyla glincel programlama dillerinden en az ikisini bildigini belgelemek,

f) "Kamu Kurum ve Kuruluslarinin Biiyiik Olcekli Bilgi islem Birimlerinde Sézlesmeli Bilisim Personeli
istihdamina iliskin Esas ve Usuller Hakkinda Yonetmelik" te belirtilen 6zliik haklari ve diger kurallari
kabul etmek,

g) Hizmetin gerektirdigi niteliklere, muhakeme yetenegine ve temsil kabiliyetine sahip olup yogun is
temposuna ayak uydurabilme ve takim ¢alismasina yatkin olmak,

h) Erkek adaylar icin muvazzaf askerlik hizmetini yapmis, ertelemis veya muvazzaf askerlik hizmetinden
muaf ya da yedek sinifa gegirilmis olmak.



B-OZEL SARTLAR

B1. Kidemli Ag ve Siber Giivenlik Uzmani (1 Kisi — 4 Kati)

1) Bulylk o6lcekli bilgi islem birimlerinde ve/veya internet servis saglayicilarinda en az 7 (yedi) yil
ag ve siber glivenlik operasyon ve uygulamalarinda ¢alismis olmak ve bunu belgelemek,

2) En az 5.000 (bes bin) aktif kullaniciya sahip; next generation firewall, load balance, web
application firewall, e-mail security, dns security, intrusion prevention system, network access
control, content filtering, endpoint protection, endpoint detection-response, siem, sandbox,
switch, router gibi ag ve siber glivenlik trinlerinin kullanildig bir bilgi islem merkezinde tim
bu bilesenlerle ilgili kurulum, test ve yonetim operasyonlarinda aktif rol almis olmak,

3) DoS, DDoS hakkinda egitim almis oldugunu belgelemek ve bu ataklarin 6nlenmesi icin gerekli
tasarimlari gerceklestirmis ve uygulamis olmak,

4) isletim sistemleri, aktif dizin, sanallastirma, e-posta, DNS, DHCP sistemlerinde, zafiyet tespit ve
siber glivenlik sikilastirma operasyonlarinda ¢alismis olmak,

5) Powershell, python, bash v.b. scripting dilleri ile isletim sistemleri, ag ve glivenlik cihazlari ile
entegre olabilecek izleme, otomasyon, raporlama projeleri gelistirmis olmak,

6) Ag lzerinde trafik ve protokol analizi yapabilen (wireshark, tcpdump, netcat vb.) yazilimlar
konusunda bilgi ve tecriibe sahibi olmak,

7) IPSEC ve SSL VPN ¢6ziimleri konusunda tasarim, is slirekliligi ve sorun giderme konusunda bilgi
ve tecriibe sahibi olmak,

8) Load balance, web application firewall bilesenleri yonetiminde ve betik programlamasinda
tecriibe sahibi olmak,

9) SIEM araclarinin kurulum, test, yonetim, yapilandirma, korelasyon olusturma ve aktif
operasyonlarinda ¢alismis olmak,

10) OWASP Top-10 glivenlik zafiyetleri konularinda bilgi sahibi olmak,

11) Ag ve web zafiyetleri tarama araclarini aktif olarak kullanmak; givenlik acikliklarinin
belirlenmesi igin altyapilar olusturmak ve ¢éziimler iretmek,

12) Sandboxing, zararli kod analizi, tersine mihendislik, atak ylizeyleri, atak yasam dénglsu
hakkinda bilgi sahibi olmak,

13) Bilgi glivenligi politika ve proseddrlerine uygun bir sekilde sistem glivenligi icin gerekli analizleri
ve risk degerlendirmelerini yiritmek ve bu kapsamda glvenilir, glicli ve esnek glvenlik
mimarileri uygulamak,

14) Siber guvenlik olaylarina midahale operasyonlari konusunda tecriibeli olmak, SOC/SOME
bilgisine ve tecribesine sahip olmak,

15) SD-WAN, BGP ve MPLS teknolojilerinde tecriibeye sahip olmak; kurulum ve yénetimini yapmis
olmak,

16) Veri merkezlerinde ag ve siber glivenlik bilesenlerinin kurulum, test ve yonetiminde calismis
olmak,

17) Ag ve siber giivenlik izleme araclarinin belirlenmesi ve kurulumlarinda galismis olmak, mevcut
sistemlerin yetkinliklerinin ve performansinin periyodik olarak 6lglilmesini saglayip glvenlik
olgunluk seviyesini takip etmek,

18) Siber istihbarat verilerini okuyup anlamlandirabilmek konularinda tecriibe sahibi olmak,

19) UNIX ve Windows tabanli isletim sistemleri ve temel seviye SQL bilgisine sahip olmak,

20) Adli bilisim konusunda bilgi sahibi olmak.

21) 5651 sayili Kanun hakkinda bilgi sahibi olmak, calistigi kurumlarda bu Kanunun gerektirdigi
ihtiyaclari belirlemek, uygulamak,

22) ISO 27001 Bilgi Glivenligi Yonetim Sistemi (BGYS) siirecleri hakkinda bilgi ve deneyim sahibi
olmak,

23) Teknik sartname olusturma konusunda bilgi ve tecriibe sahibi olmak,

24) Takim calismasina yatkin olmak. Dokiimantasyona énem vermek ve bunu dizenli yapmak,

25) Tercihen CISSP sertifikasina sahip olmak ya da CISSP egitimi aldigini belgelemek,

26) Tercihen OSCP, CEH, GIAC, GCIA, GMON, CCNP, CCIE sertifikalarindan birine sahip olmak,



B2. Kidemli Sistem Uzmani (1 Kisi — 4 Kati)

1) Enaz3.000 (lg bin) aktif kullanicinin bulundugu bilgi islem birimlerinde sistem yoneticisi olarak
en az 5 (bes) yil galismis olmak ve belgelemek,

2) Domain Yoénetimi (DC, Active Directory, DNS, DHCP, Group Policy Management, AD Delegation,
Domain Hardening vb.) konusunda bilgi ve tecriibe sahibi olmak,

3) Kurumsal Sertifika Yonetimi (Certification Authority) konusunda bilgi ve tecriibe sahip olmak,

4) E-Posta Sunucusu (Microsoft Exchange Server) yonetim, kurulum, konfiglirasyon ve sorun
giderme konusunda bilgi ve tecriibe sahibi olmak. Microsoft Exchange Dag Mimarisi, Exchange
Queue Mimarisi, Cumulative Update konularinda tecriibe sahibi olmak,

5) ADFS, Web Application Proxy (WAP) ve MFA (Multi Factor Authentication) konularinda bilgi ve
tecrlibe sahip olmak,

6) E-Mail Gateway, MX, SPF, DKIM, IP Reputation, Antispoof, Email Content Policy konularinda
bilgi ve tecriibe sahibi olmak,

7) Microsoft Kimlik Yénetimi (MIM) konusunda ve MIM-AD-SQL entegrasyonunda ve sorun
giderme konularinda bilgi ve tecriibe sahibi olmak,

8) Microsoft Configuration Manager (OS Deployment, Application Deployment, Endpoint
Security, Distribution Point Configuration, WSUS vb. konularinda) yonetiminde ve sorun
giderme konularinda bilgi ve tecriibe sahibi olmak,

9) System Center Operations Manager (SCOM) Sunucusu yonetim, kurulum, konfiglirasyon ve
sorun giderme konusunda bilgi ve tecriibe sahibi olmak.

10) Microsoft SQL Server Sunucu yonetimi Database Maintenance, Backup, Shrink, Performance
analiz islemleri hakkinda bilgi ve tecriibe sahibi olmak. Failover Cluster Mimarisi, Always-on ve
High Availability hakkinda bilgi sahibi olmak,

11) Dosya sunucusu (File Server) ve bulut depolama (riinleri konusunda bilgi ve tecriibe sahibi
olmak,

12) Microsoft Windows isletim Sistemleri (Windows 11, Windows Server 2022-2025) bakim,
izleme ve yapilandirma konularinda bilgi ve tecriibe sahibi olmak,

13) Windows veya Linux sunucu isletim sistemi barindiran fiziksel veya sanal ortamlarda sorun
¢6zme, performans artirimi, givenlik sikilastirma, log inceleme konularinda bilgi ve tecriibe
sahibi olmak,

14) KMS sunucusu kurulum ve konfiglirasyon hakkinda tecriibeye sahip olmak. Microsoft Volume
Licensing Service Center yonetimi hakkinda bilgi ve tecriibe sahibi olmak,

15) Powershell Scripting dili ile (LDAP, Exchange, Windows 11, Windows Server 2022 - 2025)
Gzerinde bilgi ve tecriibe sahibi olmak,

16) Sunucu Sanallastirma teknolojilerinde (Vmware & Hyper-V) ve Windows Server Backup ve
Replication konusunda bilgi ve tecriibe sahibi olmak,

17) Fiziksel Sunucu donanimlari ve konfigiirasyonlari (RAID, FC, Ethernet) hakkinda bilgi ve tecriibe
sahibi olmak,

18) Fiziksel sunucularin uzaktan ortak yénetim uygulamalari (ILO Amplifier Pack & Openmanage
Enterprise) hakkinda ve sunucularin Firmware Update konularinda bilgi ve tecriibe sahibi
olmak,

19) HyperV ve VMware sanallastirma ortami kurulumu, yonetimi hakkinda bilgi ve tecriibe sahibi
olmak,

20) is sirekliligi sistemleri ve Felaket Kurtarma sistemleri konusunda ve Sunucu replikasyonu
tecrlibesine sahip olmak,

21) Teknik sartname olusturma konusunda bilgi ve tecriibe sahibi olmak,

22) Takim ¢alismasina yatkin olmak. Dokiimantasyona 6nem vermek ve bunu dizenli yapmak,

23) Tercihen MCSA (Microsoft Certified Solutions Associate), MCSE (Microsoft Certified Solutions
Expert), Azure Administrator Associate veya Azure Solutions Architect Expert sertifikalarindan
birine sahip olmak.



B3. Kidemli Sistem Uzmani (1 Kisi — 3 Kati)

1) Enaz3.000 (lg bin) aktif kullanicinin bulundugu bilgi islem birimlerinde sistem yoneticisi olarak
en az 5 (bes) yil calismis olmak ve belgelemek,

2) Domain Yonetimi (DC, Active Directory, DNS, DHCP, Group Policy Management, AD Delegation,
Domain Hardening vb.) konusunda bilgi ve tecriibe sahibi olmak,

3) E-Posta Sunucusu (Microsoft Exchange Server) yonetim, kurulum, konfiglirasyon ve sorun
giderme konusunda bilgi ve tecriibe sahibi olmak. Microsoft Exchange Dag Mimarisi, Exchange
Queue Mimarisi, Cumulative Update konularinda tecriibe sahibi olmak,

4) ADFS, Web Application Proxy (WAP) ve MFA (Multi Factor Authentication) konularinda bilgi ve
tecrlibe sahip olmak,

5) Dosya sunucusu (File Server) ve bulut depolama konusunda bilgi ve tecriibe sahibi olmak,

6) Microsoft Configuration Manager (OS Deployment, Application Deployment, Endpoint
Security, Distribution Point Configuration, WSUS vb. konularinda) yonetiminde ve sorun
giderme konularinda bilgi ve tecriibe sahibi olmak,

7) System Center Operations Manager (SCOM) Sunucusu yonetim, kurulum, konfigiirasyon ve
sorun giderme konusunda bilgi ve tecriibe sahibi olmak,

8) Microsoft SQL Server Sunucu yénetimi Database Maintenance, Backup, Shrink, Performance
analiz islemleri hakkinda bilgi ve tecriibe sahibi olmak. Failover Cluster Mimarisi, Always-on ve
High Availability hakkinda bilgi sahibi olmak,

9) Microsoft Windows isletim Sistemleri (Windows 11, Windows Server 2022-2025) bakim,
izleme ve yapilandirma konularinda bilgi ve tecriibe sahibi olmak,

10) Windows veya Linux sunucu isletim sistemi barindiran fiziksel veya sanal ortamlarda sorun
¢6zme, performans artirimi, giivenlik sikilastirma, log inceleme konularinda bilgi ve tecriibe
sahibi olmak,

11) Fiziksel sunucularin uzaktan ortak yénetim uygulamalari (ILO Amplifier Pack & Openmanage
Enterprise) hakkinda ve sunucularin Firmware Update konularinda bilgi ve tecriibe sahibi
olmak,

12) Fiziksel Sunucu donanimlari ve konfigiirasyonlari (RAID, FC, Ethernet) hakkinda bilgi ve tecriibe
sahibi olmak,

13) En az 1.000 (bin) adet sanal sunucu ve en az 100 (ylz) adet fiziksel sunucusu olan HyperV veya
VMware sanallastirma ortaminda sistem yOneticisi olarak en az 5 (bes) yil calismis olmak,

14) Sunucu Sanallastirma teknolojilerinde (Vmware&Hyper-V), Windows Server Backup ve
Replication konusunda bilgi ve tecriibe sahibi olmak,

15) SAN Anahtar yonetimi ve konfigurasyonu hakkinda bilgi ve tecriibe sahibi olmak,

16) Veri Depolama Uniteleri yonetimi ve konfigiirasyonu hakkinda bilgi ve tecriibe sahibi olmak.
Veri Depolama Uniteleri protokolleri (FC, SAN, NAS, ISCSI, vb.) konularinda tecriibeli olmak,

17) IBM, EMC, Hitachi, HP, Huawei vb. disk Unitelerini yonetmis olmak,

18) is surekliligi sistemleri ve Felaket Kurtarma sistemleri konusunda ve Sunucu replikasyonu
tecrlibesine sahip olmak,

19) Yedekleme altyapilari konusunda ve bu sistemlerin kurulumu, yonetimi ve sorunlarinin
giderilmesi konularinda bilgi ve tecriibe sahibi olmak,

20) Teknik sartname olusturma konusunda bilgi ve tecriibe sahibi olmak,

21) Takim ¢alismasina yatkin olmak. Dokiimantasyona 6nem vermek ve bunu dizenli yapmak,

22) Tercihen VMware Certified Professional sertifikasina sahip olmak.



B4. Kidemli Yazilim Geligstirme Uzmani (1 kisi — 3 Kati)

1) Enaz7 (yedi) yil yazihm gelistirme projelerinde gérev yapmis olmak,

2) Enterprise Architecture (Kurumsal Mimari) konusunda bilgi ve tecriibe sahibi olmak ve genis
Olcekli en az 5 (bes) projede uygulamis oldugunu belgelemek,

3) DevOps metodolojisi konusunda bilgi ve tecriibe sahibi olmak ve en az 5 (bes) projede
uygulamis oldugunu belgelemek,

4) avaScript, Javascript framework ve kitiphanelerinden en az birinde (Angular, React, Jquery),
CSS3, HTMLS gibi web teknolojilerinde konusunda bilgi ve tecriibe sahibi olmak,

5) NET Framework, Net.Core, ASP.NET, C#, MVC konularinda en az 3 (lg) yil bilgi ve tecriibe sahibi
olmak,

6) Enterprise Software Architecture, Object Oriented Programing, ORM (Entity Framework,
Dapper) konularinda bilgi ve tecriibe sahibi olmak,

7) Genis o6lgekli cok katmanli (web tabanli) uygulama gelistirme, Windows Servisleri ve Web
Servisleri (SOAP, REST, WCF, WSDL, XML, XSLT, XSD) teknolojilerin kullanimi ve yazimi
konularinda bilgi ve tecriibe sahibi olmak, servis yonetim araglarindan en az birini kullanmis
olmak,

8) Nesne tabanli analiz ve tasarim konusunda bilgi ve tecriibe sahibi olmak,

9) MS SQL veya ORACLE, PostgreSQL iliskisel veri tabanlari tizerinde en az 3 (ii¢) yil uygulama
gelistirmis olmak,

10) T-SQL veya PL/SQL, Stored Procedure ve Function konularina bilgi ve tecriibe sahibi olmak,

11) Dagitik 6n bellek mimarilerinin (Redis, MEMCACHED vb) kullanimi ve yonetimi konusunda bilgi
ve tecriibe sahibi olmak,

12) Yiik dengeleyici arkasinda ¢alisan web uygulamalari hakkinda bilgi sahibi olmak,

13) Web uygulama giivenligi konularinda bilgi ve tecriibe sahibi olmak,

14) Kod guvenligi, kod dizenleme (Refactoring), kodlama standartlari ve standartlarin
uygulanmasi konusunda bilgi ve tecribe sahibi olmak,

15) Unit test, fonksiyonel test ve entegrasyon testi konularinda bilgi ve tecriibe sahibi olmak,

16) Yazihm yasam dongisi araclari (Gitlab, JIRA, Bitbucket) konusunda deneyimli olmak,

17) Uygulama sunucusu (lIS) kurulumu ve web uygulamasi yayinlama (deployment) konusunda
bilgi ve tecriibe sahibi olmak,

18) Active Directory hakkinda bilgi ve tecriibe sahibi olmak,

19) Dokiimantasyona énem vermek ve bunu diizenli olarak uygulayabiliyor olmak.

B5. Sistem Uzmani (1 kisi — 2 Kati)

1) En az 1.000 (bin) aktif kullanicinin bulundugu bilgi islem birimlerinde sistem yoneticisi olarak
en az 3 (lg) yil galismis olmak ve belgelemek,

2) Domain Yonetimi (DC, Active Directory, DNS, DHCP, Group Policy Management, AD Delegation,
Domain Hardening vb.) konusunda bilgi ve tecriibe sahibi olmak,

3) Kurumsal Sertifika Yonetimi (Certification Authority) konusunda bilgi ve tecriibe sahip olmak,

4) E-Posta Sunucusu (Microsoft Exchange Server) yonetim, kurulum, konfiglirasyon ve sorun
giderme konusunda bilgi ve tecriibe sahibi olmak. Microsoft Exchange Dag Mimarisi, Exchange
Queue Mimarisi, Cumulative Update konularinda tecriibe sahibi olmak,

5) ADFS, Web Application Proxy (WAP) ve MFA (Multi Factor Authentication) konularinda bilgi ve
tecriibe sahip olmak,

6) Microsoft Configuration Manager (OS Deployment, Application Deployment, Endpoint
Security, Distribution Point Configuration, WSUS vb. konularinda) yonetiminde ve sorun
giderme konularinda bilgi ve tecriibe sahibi olmak,

7) System Center Operations Manager (SCOM) Sunucusu ydnetim, kurulum, konfiglirasyon ve
sorun giderme konusunda bilgi ve tecriibe sahibi olmak.



8) Miicrosoft SQL Server hakkinda bilgi ve tecriibe sahibi olmak. Failover Cluster Mimarisi, Always-
on ve High Availability hakkinda bilgi sahibi olmak,

9) Dosya sunucusu (File Server) ve bulut depolama (riinleri konusunda bilgi ve tecriibe sahibi
olmak,

10) Microsoft Windows isletim Sistemleri (Windows 11, Windows Server 2022-2025) bakim,
izleme ve yapilandirma konularinda bilgi ve tecriibe sahibi olmak,

11) Windows veya Linux sunucu isletim sistemi barindiran fiziksel veya sanal ortamlarda sorun
¢6zme, performans artirimi, giivenlik sikilastirma, log inceleme konularinda bilgi ve tecriibe
sahibi olmak,

12) KMS sunucusu kurulum ve konfigiirasyon hakkinda tecriibeye sahip olmak. Microsoft Volume
Licensing Service Center yonetimi hakkinda bilgi ve tecriibe sahibi olmak,

13) Powershell Scripting dili ile (LDAP, Exchange, Windows 11, Windows Server 2022 - 2025)
Gzerinde bilgi ve tecriibe sahibi olmak,

14) Fiziksel Sunucu donanimlari ve konfigirasyonlari (RAID, FC, Ethernet) hakkinda bilgi ve tecriibe
sahibi olmak,

15) Fiziksel sunucularin uzaktan ortak yénetim uygulamalari (IiLO Amplifier Pack & Openmanage
Enterprise) hakkinda ve sunucularin Firmware Update konularinda bilgi ve tecriibe sahibi
olmak,

16) HyperV ve VMware sanallastirma ortami yonetimi hakkinda bilgi ve tecribe sahibi olmak,

17) Teknik sartname olusturma konusunda bilgi ve tecriibe sahibi olmak,

18) Takim ¢alismasina yatkin olmak. Dokiimantasyona 6nem vermek ve bunu diizenli yapmak,

19) Tercihen MCSA (Microsoft Certified Solutions Associate), MCSE (Microsoft Certified Solutions
Expert), Azure Administrator Associate veya Azure Solutions Architect Expert sertifikalarindan
birine sahip olmak.

2. BASVURU SEKLI, YERI ve TARiHi

Basvurular 19.01.2026-06.02.2026 tarihleri arasinda mesai saatleri (09:00-12:30, 13:30-17:00)
icerisinde alinacaktir.

Basvurular, https://www.tbmm.gov.tr adresinden temin edilecek basvuru formu ve pozisyonlar
itibariyla istenilen belgelerle birlikte;

Sahsen yapilacak basvurular, TBMM Ek Hizmet Binasi Kavaklidere Mahallesi Zeytindali Caddesi No:2
adresine,

Posta yolu ile yapilacak basvurular ise TBMM insan Kaynaklari Baskanhg Kavaklidere Mahallesi
Zeytindali Caddesi No:2 Bakanliklar/ANKARA adresine yapilacaktir.

Posta ile yapilan basvurularda son basvuru tarihinden sonra Kurumumuza ulasan basvurular ile eksik
belge bulunan basvurular dikkate alinmayacaktir.

3. BASVURU iCiN GEREKLi BELGELER

a) Aday Basvuru Formu,

b) Gegmis donemde gorev yaptigi ve yer aldigi projeleri de iceren 6zgecmis,

c) Lisans diplomasi 6rnegi veya e-devletten alinan ve dogrulama kodu bulunan mezun belgesi,
(egitimini yurtdisinda tamamlamis olanlarin diploma denklik belgesinin onayli 6rnegi),

d) KPSS P3 puanini gésteren, lzerinde dogrulama kodu bulunan KPSS sonuc¢ belgesi (ilgili
Yonetmeligin 8’inci maddesinin ikinci fikrasi geregince KPSS P3 puani olmayan veya belge ibraz
etmeyen adayin KPSS P3 puani 70 (yetmis) olarak degerlendirilecektir),

e) Ingilizce dilinde yapilan Yabanci Dil Bilgisi Seviye Tespit Sinavindan (YDS) alinan puani veya ingilizce
dilinde yapilan diger yabanci dil sinavlarindan alinan ve OSYM Yénetim Kurulu tarafindan
belirlenen "Yabanci Dil Sinavlari Esdegerlikleri" ne gére kabul edilen YDS dengi puani gosteren


https://www.tbmm.gov.tr/

f)

h)

i)
j)

Gzerinde dogrulama kodu bulunan sonug belgesi (yabanci dil puani olmayan veya belge ibraz
etmeyen adayin yabanci dil puani 0 (sifir) olarak degerlendirilecektir),

Erkek adaylar icin askerligini yaptigina, ertelettigine ya da muaf olduguna dair belge,

Genel sartlar (d) bendinde belirtilen mesleki tecribeyi gosterir belge (SGK meslek kodlarini

gosterir barkodlu SGK Tescil ve Hizmet Dokiimi, kurum ve kuruluslardan alinacak ¢calisma belgesi),

(mesleki tecriibe sirelerinde; lisans mezuniyeti sonrasindaki hizmetler dikkate alinacaktir),
Genel sartlar (e) bendinde belirtilen glincel programlama dillerinden en az ikisini bildigini

gosteren belge (Onayli transkript, sertifika gibi belgeler),

Her bir pozisyon icin 6zel sartlar boliiminde istenilen sertifikalar,

Her bir pozisyon icin tecriibe veya deneyimi gosteren belgeler (Onayli hizmet dokimdi, isveren

tarafindan verilen ¢alisma belgesi vb. belgeler),

4. BASVURULARIN DEGERLENDIRILMESi, BASVURU SONUGLARININ DUYURULMASI

a)

b)

c)

d)

Genel ve Ozel sartlari saglayan ve usuliine uygun olarak basvuru yapan adaylardan KPSS P3
puaninin ylizde yetmisi (%70) ile yabanci dil puaninin ylizde otuzunun (%30) toplami esas alinarak
sozlesme yapilacak her pozisyon icin ayri basari listesi olusturulacaktir.

Basari listesine gore en ylksek puan alan adaydan baslanarak s6zlesme yapilacak her pozisyon
sayisinin 10 (on) kati kadar aday sozli ve/veya uygulamali sinava ¢agirilacaktir.

S6zIu ve/veya uygulamali sinava cagrilan adaylardan son siradaki adayla ayni puana sahip
adaylarin tamami sozIU ve/veya uygulamali sinava kabul edilecektir.

S6zIU ve/veya uygulamali sinava girmeye hak kazanan adaylarin listesi https://www.tbmm.gov.tr
adresinden ilan edilecek olup ayrica yazih bildirim veya tebligat yapilmayacaktir.

5. SINAVIN SEKLI VE KONULARI

a)
b)

Sinav s6zli ve/veya uygulamali sinav seklinde yapilabilecektir.

Sinavda, adaylarin kimlik tespitinde kullanilmak tzere, yanlarinda fotografli ve onayl bir kimlik
belgesini (ntfus clzdani, ehliyet veya pasaport) yanlarinda bulundurmalari gerekmektedir. Aksi
halde adaylar sinava alinmayacaklardir.

Sozlu ve/veya uygulamali sinav konular pozisyonlara uygun olarak yukaridaki genel ve o6zel
sartlarda belirtilen tim konulardir.

6. SINAV YERI, TARiHi ve DEGERLENDIRILMESi

a)

b)
c)
d)

Sozlu ve/veya uygulamali sinav, sozli ve/veya uygulamali sinava girmeye hak kazanacak aday
listesinin ilan edildigi tarihten en az 15 (on bes) glin sonra TBMM’de yapilacaktir.

S6zIU ve/veya uygulamali sinav 100 (yuiz) tam puan Uzerinden degerlendirilecektir.

S6zlu ve/veya uygulamali sinavdan 70 (yetmis) puan ve Uzeri puan alanlar basarili sayilacaktir.
Basarili sayilanlardan en yiksek puan alan adaydan baslamak kosuluyla sinav basari sirasi
olusturulacaktir.

7. SONUCLARIN iLANI VE iSE BASLAMA

a)
b)

c)

d)

e)

Bilisim personeli olarak s6zlesme yapilabilecek bos pozisyon sayisi 5 (bes) tir.

Sozlesme imzalamaya hak kazanan adaylar basari sirasina gore asil ve yedek olarak
https://www.tbmm.gov.tr internet sitesinde ilan edilecektir.

Listede adi bulunan asil adaylara ilan tarihinden itibaren en ge¢ 5 (bes) is glinii icerisinde tebligat
yapilacak olup adaylar, adreslerine yapilan tebligatin teblig tarihinden itibaren en ge¢ 10 (on) is
glinl icerisinde sozlesme imzalamak, s6zlesmede belirtilen tarihte ise baslamak ve istenilen
belgeleri teslim etmek lizere miiracaatta bulunmak zorundadirlar.

Adreslerine yapilan tebligatin teblig tarihinden itibaren 10 (on) is gini icerisinde Kurumumuza
miracaat etmeyen, bu siire icerisinde belge ile ispat edilebilen kabul edilebilir mazeretini
bildirmeyen veya s6zlesme imzaladigi halde s6zlesmede belirtilen tarihte ise baslamayan adaylar,
hakkindan feragat etmis sayilr.

Asil adaylardan hakkindan feragat etmis sayilanlarin yerine ilan edilmis yedek aday bulunmasi
halinde, bunlarin ise baslama islemleri hakkinda da yukarida belirtilen esaslar uygulanir.
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f)  So6zlu ve/veya uygulamali sinavi kazananlardan basvuru belgelerinde gercege aykiri beyanda
bulundugu tespit edilenlerin kazanmis olsalar dahi sinavlari gecgersiz sayilarak sozlesme
yapilmayacak, s6zlesme yapilmis olanlarin sézlesmeleri iptal edilecek ve yapilan licret 6demeleri
geri alinacaktir.

8. SOZLESME UCRETLERI

Aylik brit s6zlesme (cret tavani, 657 sayili Devlet Memurlari Kanunu’nun 4/B maddesine gore
istihdam edilenler icin 06/06/1978 tarihli ve 7/15754 sayili Bakanlar Kurulu Kararinin 3’lnci
maddesinde tespit edilen sozlesme licreti tavani olan 67.718,06 TL'nin asagida yer alan cetvelde
pozisyonlar hizasinda gosterilen katlari ile ¢arpimi sonucu bulunacak tutar olacaktir. Ancak Kurum,
tavan Ucretinin altinda s6zlesme diizenlemeye ve 6deme yapmaya yetkilidir.

Sozlegmeli Bilisim Personeli Unvani Sayisi Ucret Katsayisi

Tavani
Kidemli Ag ve Siber Glivenlik Uzmani 1 4 Kati
Kidemli Sistem Uzmani 1 4 Kati
Kidemli Sistem Uzmani 1 3 Kati
Kidemli Yazilim Gelistirme Uzmani 1 3 Kati
Sistem Uzmani 1 2 Kati
Toplam 5

ilanen duyurulur.



